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***** Start of Change # 1 *****
5.16.3.1
General

IP-Connectivity Access Network specific concepts when using 5GS to access IMS can be found in TS 23.228 [15].

5GS supports IMS with the following functionality:

-
Indication toward the UE if IMS voice over PS session is supported.

-
Capability to transport the P-CSCF address(es) to UE.

-
Paging Policy Differentiation for IMS as defined in TS 23.228 [15].

-
IMS emergency service as defined in TS 23.167 [18].

-
Domain selection for UE originating sessions.

-
Terminating domain selection for IMS voice.
-
Support of P-CSCF restoration procedure (clause 5.16.3.9).
-
NRF based P-CSCF discovery (clause 5.16.3.X).
NOTE:
The NRF based P-CSCF discovery has no impact on the UE, i.e. the UE does not need to know how P-CSCF IP address(es) is discovered in the network.
***** Start of Change # 2 *****
5.16.3.4
P-CSCF address delivery

At PDU Session Establishment procedure related to IMS, SMF shall support the capability to send the P-CSCF address(es) to UE. The SMF is located in VPLMN if LBO is used. This is sent by visited SMF if LBO is used. For Home routed, this information is sent by the SMF in HPLMN. P-CSCF address(es) shall be sent transparently through AMF, and in the case of Home Routed also through the SMF in VPLMN. The P-CSCF IP address(es) may be locally configured in the SMF, or discovered using NRF as described in clause 5.16.3.X. 
NOTE 1:
Other options to provide P-CSCF to the UE as defined in TS 23.228 [15] is not excluded.

NOTE 2:
PDU Session for IMS is identified by "APN" or "DNN".
***** Start of Change # 3 *****
5.16.3.X
P-CSCF discovery and selection

P-CSCF selection functionality is used by the SMF to select the P-CSCF for an IMS PDU Session of the UE.
The SMF can utilize the Network Repository Function to discover the P-CSCF instance(s). The NRF provides the IP address or the FQDN of P-CSCF instance(s) to the SMF. The P-CSCF selection function in the SMF selects the P-CSCF instance(s) based on the available P-CSCF instances obtained from NRF or based on the configured P-CSCF information in the SMF.

The following factors may be considered during the P-CSCF discovery and selection:

-
Selected Data Network Name (DNN).
-
S-NSSAI of the PDU Session.
-
UE location information.
-
Local operator policies.

-
Availability of candidate P-CSCFs.
-
UE IP address.

-
Access Type.
Editor's note:
Whether the DNN is taken a factor for P-CSCF discovery and selection is FFS.
***** Start of Change # 4 *****
6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (including optional Authorization). The UE IP address may be received from a UPF or from an external data network.
-
DHCPv4 (server and client) and DHCPv6 (server and client) functions.

-
Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Lawful intercept (for SM events and interface to LI System).

-
Charging data collection and support of charging interfaces.

-
Control and coordination of charging data collection at UPF.

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Support for Control Plane CIoT 5GS Optimisation.

-
Support of header compression.

-
Act as I-SMF in deployments where I-SMF can be inserted, removed and relocated.

-
Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-
Support P-CSCF discovery for IMS services.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.

-
Instructs UPF and NG-RAN to perform redundant transmission on N3/N9 interfaces.

NOTE:
Not all of the functionalities are required to be supported in an instance of a Network Slice.

In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
***** Start of Change # 5 *****
6.2.6
NRF

The Network Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance or SCP, and provides the information of the discovered NF instances (be discovered) to the NF instance or SCP.
-
Supports P-CSCF discovery (specialized case of AF discovery by SMF).
-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID.
-
NF type.
-
PLMN ID.
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-
FQDN or IP address of NF.
-
NF capacity information.
-
NF priority information.
NOTE 1:
This parameter is used for AMF selection, if applicable, as specified in the clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-
NF Set ID.

-
NF Service Set ID of the NF service instance.

Editor's note:
It is FFS whether the NF Service Set ID is unique within the NF instance or NF Set. If former, it is FFS how to correlate the NF Service Set ID values between the NF instances within the NF Set.

--
NF Specific Service authorization information.
-
if applicable, Names of supported services.
-
Endpoint Address(es) of instance(s) of each supported service.
-
Identification of stored data/information.
NOTE 2:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.

-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.

-
Location information for the NF instance.

NOTE 3:
This information is operator specific. Examples of such information can be geographical location, data center.

-
TAI(s).

-
Routing Indicator, for UDM and AUSF.

-
One or more GUAMI(s), in case of AMF.

-
SMF area identity(ies) in case of UPF.

-
UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDM.

-
UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.

-
AUSF Group ID, range(s) of SUPIs for AUSF.

-
Analytics ID, in case of NWDAF.

NOTE 4:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.

NOTE 5:
It is also expected that the NRF stores a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) to enable discovery of UDM, UDR, AUSF using SUPI, SUPI ranges as specified in clause 6.3.

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
***** Start of Change # 6 *****
6.2.10
AF

The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see clause 5.6.7),

-
Accessing Network Exposure Function (see clause 5.20),

-
Interacting with the Policy framework for policy control (see clause 5.14),
-
IMS interactions with 5GC (see clause 5.16),
Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.3) via the NEF to interact with relevant Network Functions.

The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.
***** End of Changes *****
